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Introduction

INTRODUCTION

Providing extensive capabilities to anticipate problem before they impact users, GSX Monitor and Analyzer
works with SCOM to build a complete solution that monitor and report on the High Availability of your key

components in your collaborative and messaging environment.

Totally agentless, GSX Monitor and Analyzer allow you leveraging your SCOM investment. With a single
instance of GSX Monitor and Analyzer, without installing anything on any of your server, you can measure,
collect, alert and send reports on the key critical points of your Microsoft Exchange, SharePoint, BlackBerry
and IBM environments.

GSX Monitor and Analyzer is the expert that administrators need to simply and efficiently get the most of
SCOM, enabling proactivity, real high-availability and automatic reporting on their entire collaborative and

messaging environment.
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REQUIREMENTS

The SNMP module must be enabled in your GSX Monitor license.
The SNMP option must have been enabled during the GSX Monitor installation.
The SNMP service must be started (page 4) on the station where GSX Monitor resides.

The alert profile must be configured to send SNMP traps (on page 7) in GSX Monitor.

INSTALLING THE SNMP SERVICE ON GSX MONITOR AND SCOM
STATIONS

The SNMP module must be enabled in your GSX Monitor license.

The SNMP option must have been enabled during the GSX Monitor installation.

Checking if the SNMP Service is already installed and running

1. Right-click on My Computer and select Manage > Services and Application > Services (the location of
the Services menu may vary depending on the operating system).
2. In the list of Services, search for SNMP Service:

£k Smart Card Manages access ko smar... Manual Local Service
£ 5mart Card Removal Policy Allows the system to be ... Manual Local System

* XSMMP Service Enables Simple N . Starked Automnatic e
“E15MNMP Trap Receives trap messages...  Starked Aukomatic Local Service

5} Software Protection Enables the download, i...  Starked Automatic (0., Metwork 5.,

The SNMP Trap Service is not required by GSX Monitor and can be disabled if not used by another

application.
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> If the service is installed and running on both stations, refer to Configuring the SNMP Agent.

> If the SNMP service is not installed on a server, follow the procedure below.

Installing and configuring the SNMP Service

1. Goin Control Panel > Programs > Turn Windows Features On or Off and select the Simple Network

Management Protocol feature (the location of the Features menu may vary depending on the
operating system).

Add Features Wizard [x]
=
i~ Select Features
Q1
Select one or more Features to install on this server,
Confirmation Eeatures: Description:
Progress Simple Metwork Management Protocol
L] Remoze Ass\stanc.e . ;I SHMPY Service includes agents that
Results "] remote Differential Compression

monitor the activity in network
|E] remote Server Administration Toals (Installed) devices and report: ko the netwark

[] RPC over HTTP Prosy consale workstation,
[] simple TCP{IP Services
|: SMTP Server
= [E sMMP Services
VB e
[] SMp M Provider
l: Storage Manager For Salls
[ subsystem For UNI:-based Applications
] Telnet Client
[] Telnet Server
[1 TFTP Client
[ Windows Eiometric Framewark,
[] Windows Internal Database
[ Windows Powershell Integrated Scripting Environment (1¢
‘Windows Process Activation Service (Installed)
[ Windows Server Backup Features

| [ Windaws Server Miaration Tools | _|L|
4 »

More about Features

= Previous | et = I Inistall Cancel

Wait during the SNMP feature installation and exit the installation program when done.
3. Goin the Windows Services: right-click on My Computer and select Manage > Services and

Application > Services (the location of the Services menu may vary depending on the operating
system).



GSX Monitor

4.

5.

Monitor:

name) of the SCOM station if you are on the GSX Monitor station, and vice-versa, in the list of

£} Services

SNMP Service

Stop the service
Restart the service

Description:

Enables Simple Network Management
Protocel (SNMF) requests to be
processed by this computer, If this
service is stopped, the computer will be
unable to process SHMP requests. If this
service is disabled, any services that
explicithy depend on it will fail to start.

Open the SNMP Service Properties:

hame =

&

c
“EhServer

&

| Description | Status | Startup Type | Log On As |

£ Secandary Logan Enables st... Manual Local Syskem
“£:Secure Socket Tunneling Protocol Se... Provides s... Manual Local Service
5.k Security Accounts Manager The startu,,,  Started Aukomatic Local Syskem

Supports Fil...  Started Autornatic Local System
“£.SharePoint 2010 Administration Performs 3., Started Automatic Local System
£ SharePaint 2010 Timer Sends notif,,,  Started #Aukomatic GER-MSls. .
“£.SharePoint 2010 Tracing Manages kr... Started Automatic Local Service
5k SharePaint 2010 User Code Hast Executes u.., Disabled GIE-MSls..
“E SharePaint 2010 Y55 Writer SharePaint... Manual Local System
“£).SharePaint Foundation Search Y4 Provides fu... Digabled Local Service
. SharePaint Server Search 14 Provides e, Started Manual GER-MEIS.
“£:5hell Hardware Detection Provides n...  Started Automatic Local System

Manages a... rManual Local Service

5k Smart Card
c

mart Card Removal Palicy

Start
LSNP Tr Sta'

£ Software =

& Pause

5k opecial £ Helper
iy , Resume:

5. SPP Moki Restart

EL50L Acti Ervice
Lhsolser  all Tasks » )
Shsolser— 0

S

. 501 ser Reliiccly WTS0S0)

st ser pre053)
£150L Ser

£1.50L 5 Help |

e e

“£.55DP Discovery

5. System Event Motification Service

SNMP Service Properties {Local Computer)

Allows the

Recetves kr...
Enables th...
Allows adr...
Provides 5...
Enables int...
Provides st...
Provides st...
Executes j...
Executes j...
Provides S...
Prowides th...

Discovers ...
Maonitars ...

Started

Started
Started

Started
Started

Started

Genelall Log Dnl F\ecnvery' Agent | Traps  Security | Dependencies'

[¥ Send authentication trap

[~ Accepted community hames

Add.. Edit... Bemove
¢ Accept SHMP packets from any host
—(" Accept SHMP packets from these hoste
Add. Edit Femoyve
Learm more about SHIP
QK I Cancel | Apply |

Manual

Marual

Automatic (D...

Mariual
Manual
Digabled
Automatic
Automatic
Mariual
Manual
Autornatic
Automatic
Disabled
Aukornatic

authorized hosts.

Click OK and restart the SNMP service if modifications have been made.

Local System

Local Service
MNetwork 5.
Local Syskem
Local Service
Network 5.
gsx-msisd..,
gsx-msisg...
gsx-msisg...
gsx-mslsg...
Local Service
Local Syskem
Local Service
Local Syskem

Check the Community name. This name must have at least Read rights and configured in GSX

Ensure the Accept SNMP packets from any host option is selected, or enter the IP address (or host
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CONFIGURING GSX MONITOR TO SEND SNMP TRAPS

SNMP traps sending is an optional module that needs to be enabled in your GSX Monitor License.

1. Open the alert profiles configuration windows by clicking the (- button next to any alert in a server

configuration wizard.

Configuration of profile D

Profile Corfiguration
Profile [ Default

v][ New

List of Available Aleris:

Here are the zlerts you can use in a Profile.
They are not selected yet !

Profile Details:

Here are the alers triggered for the Profile above, in case a

threshold is reached

2 Email

PAdditional List
Use Server Settings" List

- Emai
i [E] Defautt List: gmanonitor@gse net

Profile applied on

Each node of this tree shows the {type, name
and zlias} of settings where the profile is
applied.

This Alert configuration screen is commen to the whole software. ‘When an alert condition is met, Monitor triggers the selected alert Profile. Move Available alerts to the Profile details in order to
use them for this profile

This view cannot be edited, but it helps to check

impact of profile modification or deletion.

=-=» 192.168.1.53 (BES 5 Primary)
- Network up

-

2

{3 Scheduler is disabled

‘- Jay System Beep: System Beep

{23 Pop-Up Message

B+ SNMP

.}f, SNMP Trap: sendto 152.168.16
-}!g SNMP Trap: send to 152.168.1.5

{3 No severity
i--I7) Reminder every 1 minute
L.{3) Escalation is disabled

S ‘B

- Network down -
Jj BES up

- @& BES down

- BES Carmier down

- BES Camierup

- & BES Pending mail threshold

- & BES SRP Connection failed
-~ BES SRP Connection up
- Noforwarded mail threshold

& BES Critical User alert

- No more BES Critical User aler

- BES Mon Critical User alert

- & No more BES Mon Critical Use:
;j BES Hung Thread Alert -

m

;j BES Pending mail gets back tc

& Mails forwarded back to devie:

m r

N

. In the List of Available Alerts area, click on the SNMP node.
. Click New. The SNMP Alert Configuration window is displayed:

w

SNMP Alert Con

Many companies use a global monitering toel such as OpenView(TM oli
ﬁ (TM), Nagios(TM), MOM(TM), etc. while alza relying on the power, reliability
J and in-depth monitoring and reporting capabilities of GSX Monitor. SNMP traps
allow to interface and send alerts to those tools. Please note that SHMP traps
are a optional medule requiring appropriate licensing.

Alert Alias : (for display only) SNMP Trap

Remote SNMP console:
(Hostname or IP address)

15216815

Cancel

4. Enter the configuration alias (used for display only).

. Enter the IP address or hostname of the station where the traps will be sent.
. Click OK to validate the SNMP alert configuration.

o U
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INSTALLING THE SCOM 2012 MANAGEMENT PACK

Make sure all the prerequisites listed in the Requirements (on page 4) chapter are fulfilled.

The Management pack must be installed on the Management Server.

1. Download the SCOM 2012 Management Pack on GSX Support web page
(http://support.gsx.com/index.php).

2. Place it anywhere on the SCOM Management server. It will be used during the Import (page 9)
procedure.


http://support.gsx.com/index.php

Configuring SCOM to Receive GSX Monitor Alerts

CONFIGURING SCOM TO RECEIVE GSX MONITOR ALERTS

ADDING GSX MONITOR AS A NETWORK DEVICE IN SCOM

1. Open the Operation Console of SCOM.
2. From the left pane, click on the Administration tab.
3. Click Import Management Packs from the Tasks Panel:

Administration
a i Administration
5 Conneded Management Gloups
4 liﬂ Device Managemert
é Agent Managed
L;}_u Agentless Managed
@3l Management Servers
l__# Pending Management
3 unsinux computers

[Z\i“ Management Packs

4 ,\-g Metwork Managemert

JE Discovery Rules

_—;f Metiork Devices

¥ Network Devices Pending Management
= Wotifications

[

& Channels
@ Subscribers
22| Subscriptions
& Product Connechors
) Internal Cannecors
A4 Resourre Paok
@; Run &3 Configuration
G Accounts
?) Profiles
] UNIRALIn Uz Accounts

S

S

Discovery Wizard. .

-‘ Manitoring
__/“ Authoring

* Administration

@ My Workspace

Management Packs (94)

Name

54 360 Application Monitoring Dashboards
‘4 Baselining Tasks Library

& Client Monitoring Internal Library

&5 Client Monitoring Library

& Client Monitoring Overrides Management Pack
&4 Client Monitoring Views Library

‘4 Data Warehouse Internal Library

A Data Warehouse Library

5 Default Management Pack

‘4 Distributed Application Designer Library
&5 GSX Monitor Management Pack

& GSXMenitor MP

‘&5 Health Internal Library

‘4 Health Library

fg‘ Image Library (System Center)

54 Image Library (System)

B4 Image Library (UNIX/Linux)

B4 Image Library (Windows)

&4 Instance Group Library

&5 Microsoft Audit Collection Services

\;_"g Microsoft Data Warehouse Reports

¥4 Microsoft Generic Report Library

\g_é Microsoft Service Level Report Library

i Microsoft System Center Application Monitoring 360 Templa...

4 Microsoft System Center Operations Manager Library
&4 Microsoft System Center Visualization Network Library

&5 Microsoft SystemCenter OperationsManager Summary Dash...

&5 Microsoft SystemCenter Visualization Configuration Library
5 Microsoft SystemCenter Visualization Network Dashboard

Version
7095380
7.0.84320
7095380
7095380
7.0.9538.0
7.0.9538.0
7.0.9538.0
7084320
7095380
7.0.84320
2000
1000
7.0.8432.0
7.0.8432.0
7093380
7.5.8501.0
74.3507.0
7.5.8501.0
7.5.8501.0
7.0.9538.0
7.0.9538.0
7.0.9538.0
7093380
7093380
7095380
7095380
7.0.9538.0
7.0.9538.0
7.0.9538.0

Sealed

Date Import
T/18/2013 4
71872013 4
T18/2013 4
71872013 4
71872013 4
71872013 4
71872013 4
T18/2013 &
T/18/2013 4
T18/2013 4
8/9/2013 6:3
8/9/2013 6:3
71872013 4
7182013 4
T18/2013 &
T82013 4
T/8/2013 4
T18/2013 4
T18/2013 4
71872013 4
T8/2013 4
71872013 4
T18/2013 &
T82013 4
71872013 4
T18/2013 4
T18/2013 4
71872013 4
T8/2013 4

~

» Tasks
B e
Actions ~

=] Properties

75 Delete
& Create Management Pack

& Dewnload Management Packs ...

= Import Management Packs.,
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4. Click Add and select Add from disk:

Management Packs

1@ Help
Import list : <4 Add - | Properties .. X Remove
Name Version Rele Add from cataleg ...
Status details :

R |

5. Browse for the folder where you have downloaded the GSX.Monitor.2012.Management.Pack.mpb file
and click Open:

+ |H <« Local Disk (C:) » tmp v & | | Search tmp 2 |
Organize ~  New folder = ~ [ @
9 Favorites Name Date modified Type
B Desktop | D GSX.Menitor.2012.Management.Packmpb  &/1/2013 &:17 PM MPE File
j Downloads

ﬁ Recent places

4 Libraries
Documents
Ji Music
[ Pictures
B videos

1% Computer

r! Network

[<] n [ B

File name: |Gﬂ(.MonﬂolzmZ.Management.Pacl W ‘ |A|I Management Packs (*.mp; * v|

| Open # ‘ Cancel |

6. Click Install. This makes take a few minutes.

10
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From the Authoring tab, a new Template is created:

Authoring < GSX Monitoring (1)
4 | 7 Autharing ~ Mame
4 (3 Management Pack Templates [ GSX VMMoni 2012

E, MET &pplication Performance Monitoring
Q G5X Monitaring
4 OLEDE Data Source
Q Process Maonitorng
[3 Teppart
3 UNELinux Log File Manitaring
3 UNBLinux Praocess Monitoting
a Web Application &vailability Monitorng
E Web Application Transaction Monitoring
d‘_’i.n Win dows Service
ﬁ Distributed Applictions
21 Groups

4 & Management Pack Objeds
i=| Attributes
L) Monitars
gy ObjectDiscoveries
B Overrides
|| Rules
o Service Lewel Tracking <
: Tasks Details:
Add Manitoring Wizard. ..

New Distributed Application. . 3 esxvmMMoni 2012
Mews Group, ..

Created: 8/12/2013 10:16:25 AM
Bl Monitoring

Management Pack: VMMeni2012
7 Authering

L -jT Administration

! My Workspace

Management Pack
VMMoni2012

Description:

Created
8/12/201310:

» Tasks

B @

Management Pack Templates ~
= Add Monitoring Wizard

[=7 Properties

f) View Management Pack Objects...

75 Delete

7. Click Add Monitoring Wizard to configure your GSX Monitor server(s) and start receiving alerts:

Add Monitoring Wizard,,.
Mews Distributed Appl\clE:rn. .

Mew Group...

11
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8. From the Monitoring Type tab, select the GSX Monitoring item and click Next:

nitoring Type

Moritaring Type:

@ Help

General Properties

Select the monitoring type

G5 Moritor Server

Process Monitaring
TCP Port
L UND/Linw Log File Monitoring
UNIX/Linw Process Monitoring
Web Application Availability Monitoring
@ Web Application Transaction Monitoring
e Windows Service

Drescription:
The template allows Windows Server with GSX Manitor to be discovered as Network Device.

<Eremous|| Mesdt > H Creats H Cancel |

9. Give the configuration a name, select the Management Pack and click Next:

tanitaring Type

General

Enter a friendly name and description

G5 Moritar Server

M ame:
[

Dieccription:

B

[<]

Management pack

Select destination management pack:

<Select Managemert: Pack> v| [ Hew

<Previous | | Ned: || Crate || Camed |

12



Configuring SCOM to Receive GSX Monitor Alerts

10. Enter the GSX Monitor server IP address and its FQDN:

Monitaring Type @ Help
General Properties GSX Monitor Server

IP Address:

[ o

Fully Qualified Domain M anme:

Community String Run As Account
Community String Run As:
v ‘ | New
<Previous || MNea> || Ceae | [ Canedl |

11. Select the SNMP community previously defined or create a new one. Refer to SNMP Service
Installation (page 4) for more information.
12. Click Create and wait until the Network Device is created.

taonitaring Type @ Help

General Properties GSX Monitor Server

IP Address:
[192.168.1.1 |

Fully Qualified Domain M anme:

|gs(monncrﬁerver.doma\nﬂocal |

Community String Run As Account

Community String Run As:

<Previous || Ned> || Ceate || Cancel |

13
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If the discovery fails, check that no firewall prevents the traps to be sent.

GSX Monitor is now configured as a Network Device:

Monitoring

» g, DataWarehouse
4 L n G3XMonitor Management Pad
@] GS% Manitar Dashboard
4 (g GSHManitarAlerts
=] Critical Alerts
A Information Alets
A Warhing Alets
| GSK Manitar P
> 2 Microsoft Audit Collection Serdces
> L MicrosoftWindows Cliert
> g MicrosoftWindows 5 eer
4 | g Metwiatk Manitating
A Active Alerts
ﬂ Hosts
ﬂ HERP Groups
ﬂ Legacy Metwork Dewices
ﬂ Metwark Devices
E Metwrark Summary Dashboard
ﬂ Routers
ﬂ Swiitches
[EE¥] wLANs
> |4 Performance

< m

Show ar Hide Wiews...

Mew yiew b

... Monitoring
_jf Authoring

Administration

m My Workspace

<

-~

Network Devices (2)
State

@ Healthy
O Mot menitored

Detail View

@ Maint... Name Location
VMMoni2012.e.

gsx-monitor-se..

% Node properties of VMMoni2012.ent.gsx.com

Display Mame
Full Path Name
Ac Mode
Certification

Location

Model
Port Number
Primary Owner Contact

VMMoni2012.ent.gsx.com
VMMoni2012.ent.gsx.com
ICMPSNMP

192.168.1.168

161

Model

» Tasks

SNMP Agent Ac ] ‘e‘
192.168.1.168

192.168.1.1

State Actions ~

lq Start Maintenance Mode...

[T Personalize view..

Tasks ~
[E] Entity Properties

28 Health Explorer

Navigation ~
== Alert View
= Diagram View
3| Event View
Ped| Performance View
22z| State View
> | [E%] Metwork Node Dashboard

o ﬁ: MNetwork Vicinity Dashboart

Node Tasks ~
|_; Ping

3 snmp GeT

5 sMMP walk

[l Telnet Console

L J Traceroute

GSX Monitor alerts are now collected and sorted depending on their criticity. Refer to Alerts Severity for more

information.

Monitoring

3 g Data‘warehouse
4§ g G3¥ Monitor Management Pack
@] G5 Monitor Dashb oard
4 (g GSHMonitor Alerts
=] Critical Alerts
A Infarmation Alerts
A Warning Alerts
| G5 Monitor MP
> 3 Microsoft Audit Collection Sernices
> g Microsoftwindows Client
3 g MicrosoftWindows Seter
4| g Metwark Manitoring
| mctive Alerts

14

% Critical Alerts (9)
~ @ Description

4 Source: VMMoni2012.ent.gsx.com (9)

10/14/2013 11:43:48 AM - Exchange Spot Check Report: LABMBX2.G...
10/13/2013 11:48:51 AM - Exchange Spot Check Report: LABMBX2.G...
10/12/2013 11:48:45 AM - Exchange Spot Check Report: LABMBX2.G...
1071172013 6:04:36 PM - Mails forwarded back to devices: gsxbesexc..,
10/11/2013 £:04:15 PM - Mails forwarded back to devices: GSXBESDD...
10/11/2013 11:48:47 AM - Exchange Spot Check Report: LABMBX2.G...
10/10/2013 6:01:34 PM - Mails forwarded back to devices: gsxbesexc..,
10/10/2013 £:01:23 PM - Mails forwarded back to devices: GSXBESDD...

10/10/2013 1:38:21 PM - Domino down: azer (azer) Down since 10/1...

Resolution...

Mew
Mew
MNew
Mew
Mew
MNew
MNew
Mew

MNew

Created Custom Field
10/14/2013 ... 635173481280
10/13/2013 ... 635172617310
10/12/2013 ... 635171733250
10/11/2013 ... 635171114760
10/11/2013 ... 635171114550
10/11/2013 ... 635170889270
10/10/2013 ... 635170249140
10/10/2013 ... 635170248830
10/10/2013 ... 635170091010
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ALERTS SEVERITY

GSX Monitor alerts are all gathered in the GSX Monitor Dashboard of the Monitoring tab and sorted in three
categories depending on their severity:

Menitoring <  GSX Monitor Dashboard
%] Distributed Applicatiors ~
Task Status Critical Alerts (1)
UNIK/Linux Computers =
— (%) Description Resolution ... Created  + Custom Field 8 ~
EI Windows Computers
" ‘é P e B e LA 4 Spurce: VMMoni2012.ent.gsx.com (11)
o ‘é Application Monitaring 10/14/2013 6:02:39 PM - Mails forwarded back to devices: gsxbesexcl (gsxbesexcl) MNew 10/14/2013 ... 6351737055500...
o ‘é Data Warehouse 10/14/2013 6:01:51 PM - Mails forwarded back to devices: GSXBES002 (GSXBESD0Z) New 10/14/2013 ... 6351737051100,
i é GSX Monitor Management Pack
@] GS¥% Monitor Dashboard
4 [[g GSX Monitor Alerts )
5] critical Aerts Warning Alerts ()
[] Infarmation Alers = 4:9 Description Resolution State  Created ~ Custom Field 8
i] ‘Warning Alerts
| GSX Manitor MP
H 'g Microsoft Audit Collection Services
> g Microsoft Windows Client
B ;g Microsoft Windows Server
4 (L3 Network Monitoring
[] Active Alerts Information Alerts (12)
S 4:9 Description Resolution State Created | |"
HSRP Groups
4 Source: VMMoni2012.ent.gsx.com (12)
Legacy Metwork Devices
Network Devices 10/14/2013 5:05:12 PM - Traveler Devices Synchronisation Date: G5X Pool [GSX Pool) Mew 10/14/2013 5:05:13 PM
E Metwork Summary Dashboard 10/14/2013 4:06:38 PM - No forwarded mail threshold: GSXBESD0Z (GSXBES00Z) Mo m...  Mew 10/14/2013 4:06:39 PM .
=:f| Routers :
Switches
28] viaNs v | Alert Details b
< L} >

Show or Hide Views... \H Select anitem inthe view aboveto display its details.

Mew View »

15
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> Critical alerts (severity 80 to 99)
> Warning alerts (severity 60 to 79)

> Information alerts (severity 1 to 59)

The severity can be set for each Event in the Preferences > Alerts > Events Configuration window of GSX
Monitor.

et [
- Events Corfiguration | Alerts I\mages GSM Modem

These settings zllow to configure specific parameters directly related to the Events:

y:  this indi how critical the alert is and allows to filter alerts by severity on remote systems such as SNMP consales or
G5X Analyzer

Sound: these are the sounds to play by the Graphical interface in case of cutage. Please note that sounds can also be played when an

alert is triggered
Play: number of times to play the sound

Sound Play

a
E
5

m |

Log scanning: non critical emors
Pending./Dead mail threshold
Pending/Dead mail gets back to normal
Disk space threshold

Disk space gets back to nomal

Disk space Waming

Mo more Waming on Disk Space
Availabiity Index Threshald

Availability index gets back to nomal
Seconds on queue Threshold
Seconds on gueue gets back to normal
Work queue depth Threshold

Work gueue depth gets back to nomal
Mail routing down

Mail routing up

Mail routing access failure

ke =il e dine Fail

i o

FEECECERERS 235228 s BEEEEREEE

1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
i

none)

If a severity value is set on an alert profile, it overrides the default value of the event. All alerts related

to that profile will then have the same severity.

onfig of pro B2

This Alert configuration screen is commen to the whole software. \When an alert condition is met. Monitor triggers the selected alert Profile.
Mave Available alers to the Profile detzils in order to use them for this profile.

Profile Configuration

Profile : [De{ault v] [ New Rename Delete
List of Available Alerts: Profile Delails:

Here are the alerts you can use in a Profile. Here are the zlerts triggered for the Profile above, in case a
They are not selected yet ! threshold is reached.

=) Email - | | 2+ Email

Additional List
Use Server Settings' List
@ Pagers
-I3) Programe
=] [E] Sounds
‘M System Beep: System Besp
I3 Pop-Up Message
@ SNMP
D

Eéj Default List: gmonitor@&gax.com
SNMP

,jg SCOM_traps: send to labscom2007
i) Scheduleris disabled

Y secreny - 20)
{2 Reminder is disabled
i) Escalation is disabled

[

le Edit Delete Scheduler

16
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