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 Introduction 

 

INTRODUCTION 
Providing extensive capabilities to anticipate problem before they impact users, GSX Monitor and Analyzer 

works with SCOM to build a complete solution that monitor and report on the High Availability of your key 

components in your collaborative and messaging environment.  

Totally agentless, GSX Monitor and Analyzer allow you leveraging your SCOM investment. With a single 

instance of GSX Monitor and Analyzer, without installing anything on any of your server, you can measure, 

collect, alert and send reports on the key critical points of your Microsoft Exchange, SharePoint, BlackBerry 

and IBM environments.  

GSX Monitor and Analyzer is the expert that administrators need to simply and efficiently get the most of 

SCOM, enabling proactivity, real high-availability and automatic reporting on their entire collaborative and 

messaging environment.  
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REQUIREMENTS 

The SNMP module must be enabled in your GSX Monitor license. 

The SNMP option must have been enabled during the GSX Monitor installation. 

The SNMP service must be started (page 4) on the station where GSX Monitor resides. 

The alert profile must be configured to send SNMP traps (on page 7) in GSX Monitor. 

 

 

 INSTALLING THE SNMP SERVICE ON GSX MONITOR AND SCOM 
STATIONS 

The SNMP module must be enabled in your GSX Monitor license. 

The SNMP option must have been enabled during the GSX Monitor installation. 

Checking if the SNMP Service is already installed and running 

1. Right-click on My Computer and select Manage > Services and Application > Services (the location of 

the Services menu may vary depending on the operating system). 

2. In the list of Services, search for SNMP Service: 

 

The SNMP Trap Service is not required by GSX Monitor and can be disabled if not used by another 

application. 
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 If the service is installed and running on both stations, refer to Configuring the SNMP Agent. 

 If the SNMP service is not installed on a server, follow the procedure below.  

Installing and configuring the SNMP Service 

1. Go in Control Panel > Programs > Turn Windows Features On or Off and select the Simple Network 

Management Protocol feature (the location of the Features menu may vary depending on the 

operating system). 

 

2. Wait during the SNMP feature installation and exit the installation program when done. 

3. Go in the Windows Services: right-click on My Computer and select Manage > Services and 

Application > Services (the location of the Services menu may vary depending on the operating 

system). 
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4. Open the SNMP Service Properties: 

 

5. Check the Community name. This name must have at least Read rights and configured in GSX 

Monitor: 

 

6. Ensure the Accept SNMP packets from any host option is selected, or enter the IP address (or host 

name) of the SCOM station if you are on the GSX Monitor station, and vice-versa, in the list of 

authorized hosts. 

7. Click OK and restart the SNMP service if modifications have been made. 
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 CONFIGURING GSX MONITOR TO SEND SNMP TRAPS 

SNMP traps sending is an optional module that needs to be enabled in your GSX Monitor License. 

1. Open the alert profiles configuration windows by clicking the  button next to any alert in a server 

configuration wizard. 

 

2. In the List of Available Alerts area, click on the SNMP node. 

3. Click New. The SNMP Alert Configuration window is displayed: 

 

4. Enter the configuration alias (used for display only). 

5. Enter the IP address or hostname of the station where the traps will be sent. 

6. Click OK to validate the SNMP alert configuration. 
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INSTALLING THE SCOM 2012 MANAGEMENT PACK 

Make sure all the prerequisites listed in the Requirements (on page 4) chapter are fulfilled. 

The Management pack must be installed on the Management Server. 

1. Download the SCOM 2012 Management Pack on GSX Support web page 

(http://support.gsx.com/index.php). 

2. Place it anywhere on the SCOM Management server. It will be used during the Import (page 9) 

procedure. 

 

http://support.gsx.com/index.php
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CONFIGURING SCOM TO RECEIVE GSX MONITOR ALERTS 

 ADDING GSX MONITOR AS A NETWORK DEVICE IN SCOM 

1. Open the Operation Console of SCOM. 

2. From the left pane, click on the Administration tab. 

3. Click Import Management Packs from the Tasks Panel: 
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4. Click Add and select Add from disk: 

 

5. Browse for the folder where you have downloaded the GSX.Monitor.2012.Management.Pack.mpb file 

and click Open: 

 

6. Click Install. This makes take a few minutes. 
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 Configuring SCOM to Receive GSX Monitor Alerts 

 

From the Authoring tab, a new Template is created: 

 7. Click Add Monitoring Wizard to configure your GSX Monitor server(s) and start receiving alerts: 
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8. From the Monitoring Type tab, select the GSX Monitoring item and click Next: 

 

9. Give the configuration a name, select the Management Pack and click Next: 

 



  13 

 

 Configuring SCOM to Receive GSX Monitor Alerts 

 

10. Enter the GSX Monitor server IP address and its FQDN: 

 

11. Select the SNMP community previously defined or create a new one. Refer to SNMP Service 

Installation (page 4) for more information. 

12. Click Create and wait until the Network Device is created. 
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If the discovery fails, check that no firewall prevents the traps to be sent. 

GSX Monitor is now configured as a Network Device: 

 

GSX Monitor alerts are now collected and sorted depending on their criticity. Refer to Alerts Severity for more 

information. 
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 Configuring SCOM to Receive GSX Monitor Alerts 

 

 ALERTS SEVERITY 

GSX Monitor alerts are all gathered in the GSX Monitor Dashboard of the Monitoring tab and sorted in three 

categories depending on their severity: 
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 Critical alerts (severity 80 to 99) 

 Warning alerts (severity 60 to 79) 

 Information alerts (severity 1 to 59) 

The severity can be set for each Event in the Preferences > Alerts > Events Configuration window of GSX 

Monitor. 

  

If a severity value is set on an alert profile, it overrides the default value of the event. All alerts related 

to that profile will then have the same severity. 
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